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Parallel and Distributed Computation and Advanced Operating Systems

Midterm
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1. (15) Name the 5 layers commonly used in the Internet, describe the basic function of each layer, and name at least one protocol that runs at each layer (other than the lowest layer).

Why do you need to know this?
a) To talk to people about networking.
b) To understand what a network is doing.
c) To evaluate what various network devices do (when purchasing them).

Unresponsive answer at any layer: Gets message from sender to receiver.


Physical: transfer bits from one host to another as electrical, optical, radio, or other sorts of signals
Data link (or Link): 
Right answer: Provides communication between directly connected hosts.
Also acceptable: A sender frames and encodes bits to put on a physical channel and a receiver detects frames and decodes bits.
Sends information between switches from source to destination.
Protocols: Ethernet, Wireless (802.11b), token ring, and if someone knows much more than necessary for this class, SONET, ATM, Bluetooth, etc.
Network: 
Right answer: Provides communication between hosts on (possibly) different networks, i.e., internetworking (you could also mention converting from one medium to another, which it also done at the network layer, but not necessarily – different networks is the key).
Also acceptable: Routes packets.
Protocols: IP and IPX (a Novell network protocol that is not around much any more).  ATM also provides some network layer functionality; it's usually considered as lying between layers.  You could also mention IPv6, but that's still IP.
Transport: 
Right answer: Provides communication between processes (or applications).  Note that there may be multiple processes on a host, so that this is what distinguishes the transport layer from the network layer.
Not quite right: 
Reliable delivery applies to TCP but not UDP.
Breaks information into packets. (It may or may not do this- for example, TCP is a “streaming”protocol that presents a continuous stream of bytes to an application, but to transmit data it breaks it into segments.  UDP does break information into datagrams or packets.)
Protocols: TCP, UDP
Note that TCP/IP is not a protocol, it is a protocol stack, i.e., one protocol running on top of another.
Application: 
Right answer: End-user services, ie, whatever
Protocols: HTTP (Web), FTP (File transfer), SMTP (Mail), DHCP (automatic host configuration), DNS (name service), etc.
                     


2. (15) Performance.

a. (10) Assuming that the bandwidth on a link is 100Mbps and the one-way delay is 10ms, how long does it take to transfer a 10MB file if:

i. The file is transmitted continuously.
Bits to transfer = 8 bits/byte * 10MB = 80 Mb = 80*220 bits
Transmit time = bits/bandwidth 
= (80*220 bits)/(100*106 bps)
= (8* 220)/107 seconds
Propagation time = .01 seconds
Total transfer time = .01+(8* 220)/107 seconds
 = .01+.8388608
 = .8488608


ii. The file is transmitted in 1000 byte frames, waiting 1 RTT to send the next frame after sending each frame (except the last).
Number of frames = 10*220 bytes/103 bytes = 220 / 100 
Time to transmit a frame =  8000 bits /(100*106 bps) 
 = .00008 seconds
Time to transfer each frame except last = transmit time + RTT
                                        = .02008 seconds
Time to transfer last frame ~= transmit time + propagation time
                                        = .01008 seconds

Total time = (220/100 – 1)*.02008 + .01008 seconds (about 200 seconds)
                   = 201.54888 (or a very little bit smaller because the last frame is smaller than 1000 bytes)


b. (5) What is the difference between throughput and bandwidth?
Throughput is actual bits per second transmitted, bandwidth is potential bits per second.  In some contexts, you may compute throughput as useful bits transmitted, which means ignoring headers that were transmitted.


3. (30) Consider the following two algorithms for computing a spanning tree.  

I. Determine the leader using broadcast/convergecast, then have the leader start a breadth-first search to construct a spanning tree with child pointers.

II. Use the Cisco algorithm


a. (10) Assume that the system runs in rounds, where a round consists of each node taking one step,   How many rounds does each algorithm require (worst case) if the nodes of the attached diagram are switches?  
I.  12
II.  6

b. (10) How many rounds in general, if there are N nodes in the network and its diameter is D? 
I.  D for the broadcast; D for the convergecast; D for the breadth-first search = 3D
II.  D+2, ie, D for the computation of the root and 1 for designating ports and 1 more for blocking ports.  This assumes that the algorithm runs just long enough to be correct.

c. (10) Using the same diagram,  list the switches on the path that a message would take from a host attached to switch 6 to a host attached to switch 3.  (List them in order from switch 6 to switch 3.)
I.  If breadth first tree is 1 (2 (4 ,8 (5 (6)), 7 (3))  6,5,8,4,2,1,7,3
                                       1 (2 (4 (5 (6)), 8), 7 (3)) 6,5,4,2,1,7,3
                                       1 (2 (4 ,8 (5 (6))), 7 (3)) 6,5,8,4,2,1,7,3
                                       1 (2 (8 (5 (6))), 7 (3,4 )) 6,5,8,2,1,7,3
                                       1 (2 (8 ), 7 (3,4 (5 (6)))) 6,5,4,7,3
II. 6, 5, 4, 2, 1, 7, 3


4. (10) Define and give an example of:

a. (5) A safety property
Definition: A safety property is a set of traces satisfying

i.  The empty trace belongs to the set.

ii. If a trace belongs to the set, all its prefixes belong to the set.

iii. If all the prefixes of a trace a belong to the set, then a belongs to the set.


Example: No two hosts get the same IP address from a DHCP server.

b. (5) A liveness property
Definition: If P is a liveness property, every finite trace can be extended to a trace in P.
Example: Every host gets an IP address.


5. (30) Routing.

a. Write an IOA for the Route Information Protocol.   You shuold maintain an internal array or map of distances to each other router and a boolean variable indicating whether it has changed recently.  You may assume that another entity keeps time and fires any actions of your automaton that must be fired periodically (in other words, you don’t have to write your automaton to keep track of time or to fire things periodically, it just keeps track of the routing table and sends messages when told to.) 

automaton rip(p:Int, nbrs:Set[Int])

signature
 input receive(m:Array[Int,Int], i:Int, const p) where i in nbrs
 output send(m:Array[Int,Int], const p, j:Int) where j in nbrs

states
 routes: Array[Int, Int] := constant(-1),
 nexthop: Array[Int, Int] := constant(-1),
 changed: Bool := false

transitions
 input receive(m, i, j)
 eff 

    for e:Entry in m do
       if ~defined(routes, m.network) \/ routes[m.network] > m.distance+1 then
           update(routes, m.network, m.distance+1);
           update(nexthop, m.network, i);
           changed := true
      fi
    od

output send(m, i, j)
pre changed /\ m=routes
eff changed := false


b. Assume that the “cost” of each hop is 1 and the nodes of the attached diagram are routers.  list the routers on the path that a message would take from a network on router 6 to a network on router 3.
6,5,4,3 
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Max 15 15 27 10 30 92

Median 13.5 14 19 6 29 79.5

Min 8 5 0 2 10 44

Average 12.54 13.38 17.58 6.46 26.13 76.08


Figure 1.  Diagram for questions 2 and 5.
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